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him to the bill H.R. 3076, to provide 
stability to and enhance the services of 
the United States Postal Service, and 
for other purposes; which was ordered 
to lie on the table; as follows: 

At the end of title II, add the following: 
SEC. 210. DONATIONS TO IMPROVE ACCESS TO 

POSTAL FACILITIES AND FOR THE 
RESTORATION OR MAINTENANCE OF 
ITEMS OF HISTORIC OR ARCHITEC-
TURAL SIGNIFICANCE. 

(a) IN GENERAL.—The Postal Service may 
accept gifts or donations— 

(1) to improve access to facilities of the 
Postal Service; or 

(2) for the purpose of restoration or main-
tenance of items of historic or architectural 
significance, including murals commissioned 
for United States post offices by the Pro-
curement Division of the Department of the 
Treasury during the period from 1934 
through 1943. 

(b) AMENDMENTS TO REGULATIONS.—The 
Postal Service shall amend— 

(1) section 255.8 of title 39, Code of Federal 
Regulations, to allow local postal managers 
to accept donations to local post offices for 
discretionary alterations to improve local 
post office facilities in a manner consistent 
with paragraph (a)(2) of that section; and 

(2) section 777.51 of title 39, Code of Federal 
Regulations, in accordance with subsection 
(a)(2) of this section. 

(c) DISCRETIONARY ALTERATIONS.—For pur-
poses of subsection (b)(1), the term ‘‘discre-
tionary alteration’’ includes a modification 
to the grounds of a local post office to pro-
mote accessibility. 

SA 4952. Mr. BRAUN submitted an 
amendment intended to be proposed by 
him to the bill H.R. 3076, to provide 
stability to and enhance the services of 
the United States Postal Service, and 
for other purposes; which was ordered 
to lie on the table; as follows: 

At the end of title II, add the following: 
SEC. 210. QUALIFICATIONS FOR CERTAIN GOV-

ERNORS AND POSTMASTER GEN-
ERAL. 

(a) GOVERNORS.—Section 202(a)(1) of title 
39, United States Code, is amended by insert-
ing after ‘‘50,000 employees’’ the following: 
‘‘and shall have significant knowledge of and 
expertise in finance, management, and busi-
ness organization or operation’’. 

(b) POSTMASTER GENERAL.—Section 202(c) 
of title 39, United States Code, is amended— 

(1) by inserting ‘‘(1)’’ after ‘‘(c)’’; and 
(2) by adding at the end the following: 
‘‘(2) An individual appointed to serve as 

the Postmaster General shall have— 
‘‘(A) demonstrated ability in managing or-

ganizations or corporations that employ at 
least 50,000 employees; and 

‘‘(B) significant knowledge of and experi-
ence in finance, management, and business 
organization or operation.’’. 

SA 4953. Mr. PETERS (for himself 
and Mr. PORTMAN) proposed an amend-
ment to the bill S. 3600, to improve the 
cybersecurity of the Federal Govern-
ment, and for other purposes; as fol-
lows: 

At the end of title I, add the following: 
SEC. 123. FEDERAL CYBERSECURITY REQUIRE-

MENTS. 
(a) EXEMPTION FROM FEDERAL REQUIRE-

MENTS.—Section 225(b)(2) of the Federal Cy-
bersecurity Enhancement Act of 2015 (6 
U.S.C. 1523(b)(2)) is amended to read as fol-
lows: 

‘‘(2) EXCEPTION.— 
‘‘(A) IN GENERAL.—A particular require-

ment under paragraph (1) shall not apply to 

an agency information system of an agency 
if— 

‘‘(i) with respect to the agency information 
system, the head of the agency submits to 
the Director an application for an exemption 
from the particular requirement, in which 
the head of the agency personally certifies to 
the Director with particularity that— 

‘‘(I) operational requirements articulated 
in the certification and related to the agency 
information system would make it exces-
sively burdensome to implement the par-
ticular requirement; 

‘‘(II) the particular requirement is not nec-
essary to secure the agency information sys-
tem or agency information stored on or 
transiting the agency information system; 
and 

‘‘(III) the agency has taken all necessary 
steps to secure the agency information sys-
tem and agency information stored on or 
transiting the agency information system; 

‘‘(ii) the head of the agency or the designee 
of the head of the agency has submitted the 
certification described in clause (i) to the ap-
propriate congressional committees and any 
other congressional committee with jurisdic-
tion over the agency; and 

‘‘(iii) the Director grants the exemption 
from the particular requirement. 

‘‘(B) DURATION OF EXEMPTION.— 
‘‘(i) IN GENERAL.—An exemption granted 

under subparagraph (A) shall expire on the 
date that is 1 year after the date on which 
the Director granted the exemption. 

‘‘(ii) RENEWAL.—Upon the expiration of an 
exemption granted to an agency under sub-
paragraph (A), the head of the agency may 
apply for an additional exemption.’’. 

(b) REPORT ON EXEMPTIONS.—Section 
3554(c)(1) of title 44, United States Code, as 
amended by section 103(c) of this title, is 
amended— 

(1) in subparagraph (C), by striking ‘‘and’’ 
at the end; 

(2) in subparagraph (D), by striking the pe-
riod at the end and inserting ‘‘; and’’; and 

(3) by adding at the end the following: 
‘‘(E) with respect to any exemption the Di-

rector of the Office of Management and 
Budget has granted the agency under section 
225(b)(2) of the Federal Cybersecurity En-
hancement Act of 2015 (6 U.S.C. 1523(b)(2)) 
that is effective on the date of submission of 
the report— 

‘‘(i) an identification of each particular re-
quirement from which any agency informa-
tion system (as defined in section 2210 of the 
Homeland Security Act of 2002 (6 U.S.C. 660)) 
is exempted; and 

‘‘(ii) for each requirement identified under 
clause (i)— 

‘‘(I) an identification of the agency infor-
mation system described in clause (i) ex-
empted from the requirement; and 

‘‘(II) an estimate of the date on which the 
agency will to be able to comply with the re-
quirement.’’. 

(c) EFFECTIVE DATE.—The amendments 
made by this section shall take effect on the 
date that is 1 year after the date of enact-
ment of this Act. 

SA 4954. Mr. PETERS (for Mr. 
WICKER) proposed an amendment to the 
bill S. 3600, to improve the cybersecu-
rity of the Federal Government, and 
for other purposes; as follows: 

On page 18, strike line 10 and insert the fol-
lowing: 
‘‘agency. 

‘‘(o) REVIEW OF OFFICE OF MANAGEMENT 
AND BUDGET GUIDANCE AND POLICY.— 

‘‘(1) REVIEW.— 
‘‘(A) IN GENERAL.—Not less frequently than 

once every 3 years, the Director, in consulta-
tion with the Chief Information Officers 

Council, the Director of the Cybersecurity 
and Infrastructure Security Agency, the Na-
tional Cyber Director, the Comptroller Gen-
eral of the United States, and the Council of 
the Inspectors General on Integrity and Effi-
ciency, shall— 

‘‘(i) review the efficacy of the guidance and 
policy developed by the Director under sub-
section (a)(1) in reducing cybersecurity 
risks, including an assessment of the re-
quirements for agencies to report informa-
tion to the Director; and 

‘‘(ii) determine whether any changes to the 
guidance or policy developed under sub-
section (a)(1) is appropriate. 

‘‘(B) CONSIDERATIONS.—In conducting the 
review required under subparagraph (A), the 
Director shall consider— 

‘‘(i) the Federal risk assessments per-
formed under subsection (i); 

‘‘(ii) the cumulative reporting and compli-
ance burden to agencies; and 

‘‘(iii) the clarity of the requirements and 
deadlines contained in guidance and policy 
documents. 

‘‘(2) UPDATED GUIDANCE.—Not later than 90 
days after the date on which a review is com-
pleted under paragraph (1), the Director shall 
issue updated guidance or policy to agencies 
determined appropriate by the Director, 
based on the results of the review. 

‘‘(3) PUBLIC REPORT.—Not later than 30 
days after the date on which the Director 
completes a review under paragraph (1), the 
Director shall make publicly available a re-
port that includes— 

‘‘(A) an overview of the guidance and pol-
icy developed under subsection (a)(1) that is 
in effect; 

‘‘(B) the cybersecurity risk mitigation, or 
other cybersecurity benefit, offered by each 
guidance or policy described in subparagraph 
(A); 

‘‘(C) a summary of the guidance or policy 
developed under subsection (a)(1) to which 
changes were determined appropriate during 
the review; and 

‘‘(D) the changes that are anticipated to be 
included in the updated guidance or policy 
issued under paragraph (2). 

‘‘(4) CONGRESSIONAL BRIEFING.—Not later 
than 60 days after the date on which a review 
is completed under paragraph (1), the Direc-
tor shall provide to the Committee on Home-
land Security and Governmental Affairs of 
the Senate and the Committee on Oversight 
and Reform of the House of Representatives 
a briefing on the review. 

‘‘(p) AUTOMATED STANDARD IMPLEMENTA-
TION VERIFICATION.—When the Director of 
the National Institute of Standards and 
Technology issues a proposed standard pur-
suant to paragraphs (2) or (3) of section 20(a) 
of the National Institute of Standards and 
Technology Act (15 U.S.C. 278g–3(a)), the Di-
rector of the National Institute of Standards 
and Technology shall consider developing 
and, if appropriate and practical, develop, in 
consultation with the Director of the Cyber-
security and Infrastructure Security Agency, 
specifications to enable the automated 
verification of the implementation of the 
controls within the standard.’’; 

On page 26, line 15, strike ‘‘considering—’’ 
and all that follows through ‘‘and’’ on line 23 
and insert ‘‘considering the agency risk as-
sessment performed under subsection 
(a)(1)(A); and’’. 

On page 74, strike line 10 and all that fol-
lows through page 80, line 19. 

On page 99, line 17, strike ‘‘the use of—’’ 
and all that follows through ‘‘additional’’ on 
line 21 and insert ‘‘the use of additional’’. 

SA 4955. Mr. SCHUMER (for Mr. 
PETERS) proposed an amendment to the 
bill H.R. 3076, to provide stability to 
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